2ND BRIGADE, 91ST DIVISION

COMMAND INSPECTION GUIDE
“Security Managers Checklist”

(Version 2; Effective 17 Jan 02)

UNIT INSPECTED:

	Unit: 
	Location: 
	Date: 




UNIT POC:

	Name:


	Position:
	Phone:
	E-Mail:


BDE INSPECTOR:

	Name:


	Position:
	Phone:

E-Mail:




Remarks:

	A: PUBLICATIONS. Does the unit have the following references on hand or on requisition?

	1.
	AR 381-12, “Subversion and Espionage Directed Against U.S. Army (SAEDA)”


	1pt

	2.
	AR 380-67,  “Personnel Security Program”


	1pt

	3.
	AR 380-5, with FORSCOM Suppl 1 to “Department of Army Information Security Program”


	1pt

	4.
	AR 380-19,  “Information Systems Security”


	1pt

	B: ADMINISTRATION.

	1.
	Has a properly cleared officer, WO, NCO (E7 or above) or civilian (GS-7 or above) been appointed in writing as security manager? (AR 380‑5, Para 13-304)

Critical
	5pts

	2.
	Has security manager received training in duties and responsibilities?  (AR 380‑5, Para 13‑304)


	1pt

	3.
	Does security manager have a proper security clearance to the appropriate level required? (original DA Form 873, security clearance)  (AR 380‑5, Para 13‑304)


	1pt

	4.
	Does the Security Manager conduct unannounced security checks IAW FORSCOM Suppl 1 to AR 380-5, P21-22? (AR 380-5, ch 13-304, p 53)


	1pt

	5.
	Is a FORSCOM  Form 102R "your Security manager is" posted in a conspicuous location?  (FORSCOM Supplement 380‑5, Para 5‑202)


	1pt

	C: PERSONNEL SECURITY (Revised 26 Feb 99)

	1.
	1) Is security manager aware of procedures for submitting requests through Bde S2 for security clearances? Critical 
	5pts

	2.
	2) Does the unit security manager have a copy of the SAEDA briefing?


	1pt

	3.
	Is there a record of spot checks being made periodically by the security manager to insure compliance with security directives? (FORSCOM Supplement to AR 380‑5, Para 13‑304)


	1pt

	3.
	Has the security manager determined that assigned personnel are cleared for the security level for which they require access? (AR 380‑67, Para 7‑100a)


	1pt

	4.
	Does the security manager understand the procedures to obtain verification of a previous clearance; procedures to obtain an initial security clearance; and how to upgrade a security clearance? (AR 380-67, Chapter V)


	1pt

	5.
	Are the commanders and their appropriate staff members promptly providing adverse information to the security manager?  Is adverse information concerning all personnel reported to the security manager regardless of rank or branch of service of the individual?  (AR 380-67, Chapter 8 & 9)


	1pt

	6.
	Does the security manager know what actions are to be taken when derogatory information is reported on an individual with a security clearance?  (AR 380‑67, Chapter 9, Section 1)

Leader
	4pts

	7.
	Does the security manager maintain a listing (access roster) of personnel authorized access to classified information?  Are they properly distributed?  (AR 380‑5, Para 7‑200; DAMI-CIS MSG 022000Z Nov 89, Subject:  Personnel Security Message 08‑89)


	1pt

	8.
	Does the record document (access roster) include the following data? Rank, SSN, Status; I.E., RC CIV, AGR, AC, Level of Access, Date of Last, Investigation.  (Para 7‑200 and DAMI‑CIS MSG 022000Z Nov 89, Subject:  Personnel Security Message 08‑89)

Critical
	5pts

	9.
	Is access roster current? (AR 380‑5, Para 13‑304) Have names of personnel who have left the unit been removed from access roster?  (AR 380‑5, Para 13‑304)


	1pt

	D: INFORMATION SECURITY (Revised 26 Feb 99) 
	

	1.
	Does the unit have any classified holdings?


	1pt

	2.
	Do copy machines have FORSCOM Poster p‑93, Prohibition Notice, posted on each machine not authorized for reproduction of classified? (FORSCOM Supplement to AR 380‑5, Para 7‑305)


	1pt

	3.
	Is FORSCOM form 138-R posted on or near copiers that are used to reproduce classified documents? (FORSCOM Suppl to AR 380-5, Para 5-102)


	1pt

	4.
	Are classified documents stored in a GSA approved container? (AR 380‑5, Para 5‑102)

Critical
	5pts

	5.
	Is the field safe secured to A permanent part of facility? (AR 380‑5, Para 5‑102)


	1pt

	6.
	Is field safe secured with a 3/8” chain?  (AR 380‑5, Para 5‑102)


	1pt

	7.
	Is chain secured with GSA approved combination or padlock? (AR 380‑5, Para 5‑102)


	1pt

	8.
	Can security container be opened by a person not authorized access?  (FORSCOM Supplement to AR 380‑5, Para 5‑104)

Critical
	5pts

	9.
	Are security checks made at the close of each duty day to ensure classified containers are properly locked and SF 702 properly executed? (AR 380‑5, Para 5‑202)


	1pt

	10.
	Have the rules of classification been properly observed? (AR 380‑5, Chapter I, Sections 4, 5, and 6; Chapter II, Sections 1, 2, 3, and 4). Is document marked with “Derived From” line if originated by First U.S. Army unit?


	1pt

	11.
	Have proper downgrading/declassification markings been applied to documents and messages prepared by the activity? (AR 380‑5, Chapter IV, Section 4)


	1pt

	12.
	Has the custodian automatically downgraded or declassified documents IAW assigned markings?  (AR 380‑5, Chapter IV, Section 4)


	1pt

	13.
	Is each section, part, paragraph, or similar portion of a classified document marked to show the level of classification of the information contained therein, or that it is unclassified?  (AR 380‑5, Para 4‑202)


	1pt

	14.
	Are the front and back covers and title pages (if any) and the first pages of classified documents marked with overall security classification of the document? (AR 380‑5, Para 4‑200)


	1pt

	15.
	Are tops and bottom of pages of classified documents containing classified information marked with the highest classification of information containing no classified information marked "unclassified"? (AR 380‑5, Para 4‑200)


	1pt

	16.
	Are subjects and titles of classified documents marked with the appropriate symbol "(U)", "(C)", "(S)", or "(TS)" immediately following and to the right of the item? (AR 380‑5, Para 2‑204)


	1pt

	17.
	Are SF702 and 700 affixed to classified containers (AR 380‑5, Para 5‑104)


	1pt

	18.
	Is an up‑to‑date, properly classified record (SF 700, Part 2 and 2a) of all safe combinations, together with other information necessary to identify and locate the containers, maintained within a control office?  Is the envelope appropriately marked? (AR 380‑5, Para 5‑104)


	1pt

	19.
	Are combinations changed at intervals not exceeding 12 months or upon loss/compromise of combination, change of personnel knowing the combination, or receipt of new containers?  (AR 380‑5, Para 5‑104)


	1pt

	20.
	Does unit properly maintain unused security container, if any? (AR 380‑5, Para 5‑104)


	1pt

	21.
	Is there a unit plan for Emergency Removal and/or Safeguarding of Classified Material posted in a conspicuous location near the security container?  (AR 380‑5, Para 5‑203)


	1pt

	22.
	Are tops of security containers kept free of extraneous materials? (FORSCOM Supplement 380‑5, Para 5‑202)


	1pt

	23.
	Was annual clean out of unneeded classified materials conducted?  (FORSCOM Supplement to AR 380‑5, Para 9‑105)


	1pt

	24.
	Is the security container free of cash and other high‑value items?  (AR 380‑5, Para 5‑100)


	1pt

	25.
	Do personnel know the action to be taken in the event a classified container is found open and unattended, or when it is reported that classified information may be lost or compromised? (AR 380‑5, Para 6‑102)


	1pt

	26.
	Are personnel preparing classified documents for transmission outside of the headquarters familiar with the enveloping, addressing, marking and receipting  requirements?  (AR 380‑5, Chapter 8, Section 2)


	1pt

	27.
	Is DA Form 3964 used to transmit SECRET documents between activities when U.S. Postal Service resources or mail room are used? (AR 380‑5, Para 8‑202)


	1pt

	28.
	Is carbon paper used in conjunction with the typing of classified material destroyed as classified waste?  (AR 380‑5, Para 9‑104)


	1pt

	29.
	Do properly cleared officials witness the destruction of TOP SECRET and accountable SECRET material?  Do destruction documents reflect date, identity, and signatures of custodian/top secret control officer and disinterested witness? (AR 380‑5, Para 9‑104)


	1pt

	30.
	Are all alterations on DA Form 3964 (Destruction Certificates) initialed by the witnessing official? (AR 380‑5, Para 9‑102)


	1pt

	31.
	Is classified waste properly handled and destroyed?  (AR 380‑5, Para 9‑104)


	1pt

	32.
	Is OCONUS travel being reported as required?  (AR 380‑5, and AR 380‑67)


	1pt

	33.
	 Are official visits by foreign nationals concurred by the activity commander and approved by the office of the Deputy Chief of Staff for Intelligence, Department of the Army? (AR 380‑10)


	1pt

	E: PHYSICAL SECURITY (Revised 26 Feb 99) 
	

	E.1: GENERAL 
	

	1.
	Has a Physical Security Officer been appointed on orders?  (AR 380-5, ch 13-304)


	1pt

	2.
	Has a Risk Analysis been completed IAW AR 190-51?  (Procedures are outlined in DA Pam 190-51)

Critical
	5pts

	3.
	Are exterior doors secured with adequate locking devices? (AR 190-51, Apps B and D)


	1pt

	4.
	Are Level I or higher security measures met if required for any items? (AR 190-51, Chap 3, Section II and FR III)


	1pt

	5.
	Are outside areas used for  vehicle storage enclosed by security fencing and protected by security lighting, if required? (AR 190-51, Para 3-5)


	1pt

	6.
	Are local law enforcement agencies requested in writing to check the security of motor pool areas during non-operational hours?  (AR 190‑51, Para 3-5f(1)(b))


	1pt

	7.
	Are hand tools, tool sets and kits, and shop equipment properly secured and controlled? (AR 190-51, Para 3-22)


	1pt

	8.
	Are night vision devices adequately secured? (AR 190-51, Para 3‑6)


	1pt

	E.2: Key Control
	

	1.
	Is a key custodian appointed on orders to issue and receive keys and maintain accountability for office, unit or activity keys? (AR 190-51, App D, Para d-2)


	1pt

	2.
	Is there a system to control, account for, and secure administrative keys, to include vehicle keys?  (AR 190-51, App D, Para d) Critical


	5pts

	3.
	Is the key control register kept in a locked container with controlled access? (AR 190-51, App D, d-3)


	1pt

	4.
	Is a key access roster published? (AR 190-51, App D, Para d-7)


	1pt

	5.
	Are keys issued with signature on authorized key control register?  (AR 190-51, App D, d-3)

Critical
	5pts

	6.
	Does key depository meet minimum security standards?  (AR 190‑51, App D, Para d-4)


	1pt

	7.
	Are keys properly secured? (AR 190-51, App D, Para d-6)

Critical
	5pts

	8.
	Is a semiannual inventory of keys and padlocks conducted? (AR 190-51, App D, Para d-6)


	1pt

	9.
	Are keys issued by the key custodian, alternate, or designated individual? (AR 190-51, App C, Para c-1 and c-1)


	1pt

	F: ANTI-TERRORISM FORCE PROTECTION (Draft - 26 Feb 99) 
	

	1.
	Has a Combating Terrorism/Force Protection plan been developed which details appropriate protective and preventive measures during periods of a heightened threat IAW AR 525-13?  (FORSCOM Message 081931Z NOV 96, Subject:  FORSCOM Combating Terrorism/Force Protection Predeployment Training and HQ, First U.S. Army Memorandum dtd 28 FEB  97, Subject:  Force Protection.)


	1pt

	2.
	Have new commanders completed the Combating Terrorism Checklist for New Managers and Commander IAW Appendix W, DoD 2000.12-H, Protection of DoD Personnel and Activities Against Acts of Terrorism and Political Turbulence, February 1993? (FORSCOM MSG 081931Z NOV 96, Subject:  FORSCOM Combating Terrorism/Force Protection Predeployment Training and HQ, First U.S. Army Memorandum dtd 24 FEB 97, Subject:  Force Protection.) Leader

	4pts

	G: SENSITIVE ITEM STORAGE FACILITY (Draft 26 Feb 99)
	

	G.1: Storage Facility - General
	

	1.
	Is the arms room posted as a restricted area? (AR1901, para 4-15 and AR 190-13, para 6-4. (Minor)


	1pt

	2.
	Are doors used for access to the arms room locked with approved locking devices and hasps? (AR 190-1 1, para 42e(l) and DA Consolidated Glossary, UPDATE 3). (Major)

Critical
	5pts

	3.
	Is a current copy of the Security Construction Statement (DA Fonn 4604-R) posted in the anus room? (AR 1901 1, para 2-2d). (Minor)
	1pt

	4.
	Is adequate security lighting provided? (AR 190-1 1, para 4-2d). (Minor)


	1pt

	G.2: Security Containers
	

	1.
	Are all arrns racks/containers locked with approved locking devices? [AR 190-1 1, para 4-2c(2) and DA Consolidated Glossary, UPDATE 3)]. (Major)

Critical
	5pts

	2.
	Are racks/containers weighing less than 500 pounds chained together or chained to the structure, with approved chains and secondary locking devices? [AR 190-1 1, para 4-2c(2)]. (Minor)


	1pt

	3.
	Do racks utilizing hinged locking bars have the hinge pins welded or otherwise secured to prevent easy removal? [AR 190-1 1, para 4-2c(3)]. (Major)

	1pt

	4.
	Are locally fabricated arms racks certified by the local engineer and the certification retained on file within the storage structure? (AR 190-1 1, para 4-2c(3)). (Major)


	1pt

	G.3: Administrative Control
	

	1.


	Is a Physical Security Officer appointed in writing?  [para 5a(8)]. (Minor)


	1pt

	2.
	Has the unit armorer attended initial orientation training for unit arms room management at FC Physical Security Bldg.   ?   [para 5a(9)]. (Minor)
	1pt

	3.
	Has an unaccompanied access roster been posted inside the an-ns room? (AR 190-1 1, para 4-19a). (Minor)


	1pt

	4.
	DoesunithaveonfileDAForm7281-R(Command Oriented Arms, Ammunition, and Explosives Security Screening and Evaluation Record) for personnel authorized unaccompanied access to AA&E storage facility; to issue and receive AA&E; and, to issue and control keys to AA&E storage facility? (AR 190-1 1, para 2-1 1; para 4-19a, and FC Reg 190-1 1, para 6g) (Minor)


	1pt

	5.
	When responsibility for the custody of the artns storage facility is transfer-red between authorized persons, is a physical count conducted of the weapons, ammunition, and other sensitive items and properly recorded on a DA Form 2062? [AR 710-2, para 4-33a(2); Table B-1, 1-4; AR 190-1 1, para 2-6e, FC Reg 190-1 1, para 7c(4)(c)]. (Major)

Critical
	5pts

	6.
	When responsibility for the custody of the arms storage facility keys is transferred between authorized persons, is a serial number inventory of keys conducted and properly recorded on a DA Fonn 5513-R (Key Control Register and Inventory) or FC Fonn 83? (AR 190-1 1, para 3-8f). (Major)
	1pt

	7.
	Are weapons, NVD, and other sensitive items being inventoried weekly and recorded on an informal memorandum? [para 7c(4)(e)]. (Major)

Critical
	5pts

	8.
	Are results of weekly serial number inventory retained on file within the anns room for a period of two years, or for a period of four years if discrepancies are noted? [FC Reg 190-1 1, para 7c(4)(e)] (Minor)


	1pt

	9.
	Is a daily visual count inventory of all AA&E, NVD, and other sensitive items conducted when the arms room is accessed? [FC Reg 190-1 1, para 7c(4)(d)]. (Major)

Critical
	5pts

	10.
	 Is a daily visual count inventory of all AA&E, NVD, and other sensitive items conducted when the anns room is closed, and is this inventory conducted by a disinterested person in the rank of E-5 or above. [FC Reg 190-1 1, para 7c(4)(d)]. (Minor)
	1pt

	11.
	 Are results of the daily visual count inventories recorded on DA Forrn 2062 and retained in the arms room until the next weekly serial number inventory? [FC Reg 190-1 1, para 7c(4)(d)]. (Minor)


	1pt

	12.
	 Are all unit personnel assigned a weapon issued a DA Forrn 3749? (DA Pam 710-2-1, para 5-5b). (Minor)


	1pt

	13.
	 Are DA Form 3 749 turned in to the arms room when the weapons or NVD are issued? [FC Reg 190-1 1, para 7c(2)]. (Minor)


	1pt

	14.
	 Are individuals signing a FC Form 83-2 when weapons are issued from the arms room? [para 7c(3); App K]. (Major)

Critical
	5pts

	15.
	 Is FC Form 83-2, used to issue/tum-in weapons and anununition, properly maintained? (para 7c(3) and App K). (Minor)


	1pt

	16.
	 Is the FC Form 83-2 retained for 90 days (one year if discrepancies exist)? (App K). (Minor)


	1pt

	17.
	 Is unit maintaining a current Master Authorization List (MAL)? [DA Pam 710-2d, para 5-5d(l)]. (Minor)


	1pt

	18.
	 Has storage of sensitive items in arms storage facility been approved, in writing, by unit f.-ommander? (AR 190-1 1, para 4-18b). (Minor)


	1pt

	19.
	 Are there procedures established in the unit physical security SOP for accountability of weapons of personnel medically evacuated during training or field exercises? [AR 190-1 1, para 4lb(l)]. (Minor)


	1pt

	20.
	 Does unit have locally fabricated or military issue lanyards for individuals who are issued pistols or revolvers during field or training exercises? [AR 190-1 1, para 4-lb(2)]. (Minor)


	1pt

	21.
	 Are all unit personnel acquainted with, and have

signed a FC Form 66-1? (para 7c(l) & App J). (Minor)


	1pt

	22.
	 Does the unit have a published SOP that affixes responsibility for the overall security for issue, receipt, and physical accountability for arms, including ammunition and all other sensitive items stored in consolidated storage facility? (AR 190-1 1, para 4-4). (Minor)


	1pt

	23.
	 Does the unit have on file a memorandum of agreement/Unit SOP outlining responsibilities for sharing the an-ns room? (para 7b(10); AR 190-1 1, para 4-4; and DA Pain 710-2-1, para 55d(9). (Minor) NOTE: Consolidated arms rooms only.


	1pt

	24.
	 Are arms, stored in a consolidated arms room, separated by unit? (dedicated cages, racks, etc.) [DA Pam 710-21, para 5-5d(9)]. (Major)


	1pt

	25.
	 Is the unit armorer prohibited from conducting serial number inventories? [para 7c(4)(b) and AR 710-2, para 2-12d(l)]. (Major)


	1pt

	26.
	 Does the unit prohibit personnel from conducting

consecutive serial number inventories? [para 7c(4)(b) and AR 710-2, para 2-12d(l)]. (Minor)


	1pt

	27.
	 Are the serial numbers annotated on the monthly serial number inventory the same as those listed on the unit property books?  If not, are supporting documents available to support discrepancies noted between the inventory sheets and the property books? (AR 710-2, para 2-12d). (Major)

Critical
	5pts

	28.
	 Were all items accounted for during the 10%

inventory of the arrns room? (Major)

Critical
	5pts

	29.
	 Are tum-in documents on file for weapons/ sensitive items that have been tumed in for repair? (Minor)


	1pt

	G.4: Keys/Locks
	

	1.
	During nonduty hours are anns rooms keys secured in an approved AA&E key container, stored at the next higher headquarters, and receipted for on FC Form 83? [para 7d(4)]. (Minor)


	1pt

	2.
	Are keys to anns storage facilities (room, racks, containers) maintained separate from other keys and inaccessible to individuals who do not require access to them? (AR 190-1 1, para 3-8a & b). 

Critical


	5pts

	3.
	Is there a key access roster for the arms room keys maintained within the organization? (AR 190-1 1, para 3-8a). (Minor)


	1pt

	4.
	Are keys to the anns storage facility left unattended or unsecured? [AR 190-1 1, para 3-8b(l)]. (Major)

Critical
	5pts

	5.
	Is removal of the arins room keys from the installation prohibited? (AR 190-1 1, para 3-8a). (Major)

Critical
	5pts

	6.
	Is the use of a master key system or multiple keysystem prohibited? [AR 190-1 1, para 3-8b(3)]. (Major)


	1pt

	7.
	Are locks replaced when keys are lost, misplaced or stolen? [AR 190-1 1, para 3-8b(3)]. (Major)

Critical
	5pts

	8.
	Has key custodian and alternate (if appointed) been appointed in writing? (AR 190-1 1, para 3-8c). (Minor)


	1pt

	9.
	Do all keys and padlocks in use in the arms room contain a serial number or other distinctive number? (AR 190-1 1, para 3-8e). (Minor)


	1pt

	10.
	 Are primary and alternate sets of arms room keys and locks being inventoried by correct serial number semiannually, recorded on FC Form 83-1, and retained in the unit files for 1 year? (para 7d(6); App P; and AR 190-1 1, para 3-8e). (Minor)


	1pt

	11.
	 Are padlocks locked to the staple or hasp when the area or container is open? (AR 190-1 1, para 3-8d). (Minor)


	1pt

	12.
	Is the key ring for the arms room keys welded closed? [para 7d(2)]. (Minor)


	1pt

	13.
	Is the key ring containing the IDS key (J-SIIDS ON-LY) and the key(s) to the arms room door(s) on a separate, single key ring and welded closed? [para 7d(3)]. (Minor)


	1pt

	14.
	 Is the primary and alternate key to the Series 200/5200 lock, securing the metal container, kept at the unit level and secured in separate approved key/lock depositories? [para 7d(4)(a)]. (Minor)


	1pt

	15.
	 Has the combination to locks on vault doors or GSA approved Class 5 or Class 6 security containers been changed annually or upon change of custodian, armorer, or other person having knowledge of the combination, or when the combination has been subject to possible compromise? (AR 190-1 1, para 3-8g). (Major)


	1pt

	16.
	 Are combinations for locks on vaults/safes recorded on SF 700 (Security Container Information), placed in a sealed envelope, and stored in a container meeting storage requirements per AR 380-5, chapter 5? (AR 190-1 1, para 3-8g). (Major)


	1pt

	17.
	 Are personnel prohibited from storing IDS or AA&E keys or locks, or alternate keys or locks in any security container that contains or stores classified material? (AR 190-1 1, para 3-8b). (Major)


	1pt

	G.5: Privately Owned Weapons
	

	1.
	Are applicable state and local laws regarding the registration and possession of firearms posted on the unit bulletin board? [AR 190-1 1, para 4-5a(3)]. (Minor)


	1pt

	2.
	HaveallmembersoftheunitsignedaFCForm66-1? (App J). (Minor)


	1pt

	G.6: Intrusion Detection System (IDS)
	

	1.
	Are guards placed on the arms rooms which do not meet the minimum structural standards or are not protected by an operational IDS? (para 7f(2)] (Major)

Critical
	1pt

	2.
	Is the Arms Room and IDS Control Register (FC Form 83-3) being maintained and properly annotated9 (App Q). (Minor)


	1pt

	3.
	Is there an IDS warning sip posted outside the arms room? (AR 190-1 1, para 4-16). (Minor)


	1pt

	4.
	Is the arms room attended or under constant surveillance whenever the IDS is in the Access Mode? [para 5a(19)]. (Major)

Critical
	1pt

	5.
	Are monthly "WALK TESTS" conducted to test the internal ftmctioning of the IDS sensors and are the results recorded on an Informal Memorandum? (para 7f(6) & App D). (Minor)
	1pt


	CIP

FUNCTIONAL AREA ASSESSMENT WORKSHEET

	Unit: 

 
	Date: 

	FUNCTIONAL AREA: SECURITY MANAGEMENT
	MAX PTS: 233

PTS SCORED:

	Section:
	Title:
	

	A
	Publications
	Max Pts: 4

	B
	Administration 
	Max Pts: 9

	C
	Personnel Security
	Max Pts: 21

	D
	Information Security 
	Max Pts: 41

	E
	Physical Security
	Max Pts: 37

	F
	Force Protection
	Max Pts: 5

	G
	Sensitive Item Storage
	Max Pts: 116

	
	
	


OVERALL SCORE:



COMMENDABLE

SATISFACTORY


UN-SAT



233 – 200 PTS

199 – 170 PTS


169 PTS AND BELOW

	GENERAL INSPECTION SUMMARY

	Inspecting Activity:                                DATE: 

	Inspector(s): 
	Phone: 

E-Mail:

	Unit Inspected: 

	Supervisor of Inspected Area: 


	Phone: 

	Key Personnel Contacted: 

	Key Areas / Subjects Inspected: 



	Critical Findings: 



	Additional Assistance Required: 

	


2

